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W i r e l e s s   D a t a b a s e   A d m i n i s t r a t i o n

INTRODUCTION

The remoteDBA (RDBA) system was designed to provide database administrators with the ability to perform secure admin level database tasks through a wireless device.  The intent is to assist a DBA in maintaining a stable 24/7 environment while minimizing the response time for user-based requests.  In addition, the RDBA Rapid Response technology allows administrators to issue frequently executed commands by simply sending the ID of a pre-defined batch of SQL statements – speed-dial SQL.

FEATURES

· Wireless SQL Server administration from anywhere at anytime

· Backup and restore databases

· Rebuild indexes and update distribution statistics

· Manage security and object permissions

· Create/alter tables, views, stored procedures

· Execute any T-SQL/SQL-99 code

· Stop and start NT services

· Ping servers

· Rapid Response
· Execute SQL Script files
· Reboot and shutdown servers

· Copy, delete and FTP files

· Create network file shares and grant access permissions

· Check SQL/NT service pack and hotfix levels

· Check database file sizes and usage

· Check server connections and object locks

· View SQL error logs and NT event logs

INFRASTRUCTURE

The remoteDBA system was designed to function on a single LAN based SQL Server with an Outlook client installation configured to receive messages from a corporate mail server based on a single email address – the RDBA.  This SQL Server Mail Hub interrogates the RDBA mailbox once every minute and processes all requests in a sequential manner – one request at a time.

In order to process a request on a remote server, the SQL Mail Hub must be pre-configured to ‘see’ the remote server based on a virtual server link using Microsoft’s Linked Server technology.  This pre-configuration can be executed dynamically through the use of the RDBA LinkAdd functionality.
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SECURITY

To prevent unauthorized access from external SMTP traffic, a Mail-Marshall (or equivalent) rule should been implemented to automatically delete all inbound messages from ANY external SMTP address to the RDBA account.  In addition, Outlook VB add-ins can be setup to disallow any internal address which is not contained in a pre-defined list.  This feature may require an Outlook client to be connected at all times.

The RDBA system uses an internal secure look-up table to authenticate valid users.  Once a message is received, its subject line and the sender’s fully qualified email address are stripped from the message header.  If the subject does not correspond to a valid RDBA token, the message is immediately deleted.  If the subject does contain a valid token, the sender’s fully qualified email address is then passed to a look-up table for authentication.  If the user is not found in the security tables, the system will delete the message then log the failed request and transmit an ‘Unauthorized Attempt’ email notification to the RDBA administrator.  If the user is successfully authenticated, the message body is then extracted and passed to a series of encrypted stored procedures for processing.  Once an authorized request has been completed, the original message is automatically deleted.

The system will not attempt to use the sender’s email alias as this can be easily replicated.  In addition, RDBA WILL NOT OPEN MESSAGE ATTACHMENTS from any user - authorized or unauthorized.  

RDBA SYNTAX
The following is a standard template of the RDBA email syntax:

TOKEN / COMMAND @ PARAMETERS;

The TOKEN represents the email subject and the COMMAND @ PARAMETERS represents the email message body as follows:

[image: image3.png]BLACKBERRY





A semi-colon terminator must be included at the end of all RDBA requests – regardless of the TOKEN.

TOKEN

The TOKEN represents the type of administrative task being requested.  It corresponds to the subject of an email request. 

	Token:
	Type:
	Description

	SQLBU
	Backup
	Backup databases and transaction logs

	SQLFILE
	Scripts
	Execute an SQL Script file

	SQLJOB
	Jobs
	List, start and stop scheduled jobs

	SQLMNT
	Maintenance
	Check database consistency, rebuild indexes and update statistics

	SQLOBJ
	Databases/Objects
	List database information and objects, check database usage and list object schema and permissions

	SQLNT
	Windows NT
	Reboot servers, stop/start services, create shares, ping servers, check disk space and view server uptimes.
SQLNT commands do not require an SQL Server installation on the destination server

	SQLSEC
	Security
	Add/remove logins and grant database access

	SQLSYS
	System
	View error logs, list user connections, view object locks and check performance metrics


In addition to the standard set of tokens, the RDBA system also supports two special tokens which do not follow the default syntax template – SQLQRY, SQLRR (Rapid Response) and SQLFILE.
	Type:
	Task:
	Description

	SQLQRY
	Ad-hoc local or remote queries
	Execute T-SQL or SQL-99 compliant queries

	SQLRR
	RDBA Rapid Response
	Execute a pre-defined batch of T-SQL or SQL-99 statements.


SQLQRY

The SQLQRY token does not require any specific command.  This option will allow you to execute any T-SQL or SQL-99 compliant code in a similar fashion to Query Analyzer.  The server name must be included before the SQL syntax:

srvnm @ sql_syntax;

EXAMPLES:

	Token:
	Syntax:

	SQLQRY
	my-sql-server1 @ delete from pubs..sales where qty<6;

	SQLQRY
	my-sql-server1 @ select * from master..sysobjects;

	SQLQRY
	my-sql-server1 @ use pubs create table 

orders2 (oid int, odate datetime);

	SQLQRY
	my-sql-server1 @ use pubs grant select,update on sales to user1;

	SQLQRY
	my-sql-server01 @

-- Move TEMPDB database

alter database tempdb modify file 
(name = tempdev, 






 filename = 'e:\sql8data\tempdb.mdf')

alter database tempdb modify file 
(name = templog,






 filename = 'd:\sql8log\tempdb.ldf');


	SQLQRY
	My-sql-server01 @

exec master.dbo.xp_sqlagent_proxy_account N'SET',

             N'MY-DOMAIN',
             N'sqlproxy',

             N'password';

	SQLQRY
	My-sql-server02 @

/** Check for Untrusted Check Constraints **/
select name, status from sysobjects where xtype = 'C' 
and status & 0x800 = 0x800;



A semi-colon terminator must be included at the end of the SQL syntax.
The SQLQRY token can accept up to 7000 bytes of code – this includes cursor declarations, temporary objects, extended stored procedure execution, variable declarations, control-of-flow, etc.  SQLQRY can accept any code that is supported by Microsoft’s Query Analyzer.
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RAPID RESPONSE

The RDBA Rapid Response technology allows a DBA to execute a series of administrative or commonly requested tasks by simply executing the ID of a pre-defined batch of SQL statements – speed-dial SQL.

Each SQL batch is first saved in a remoteDBA database view under a unique Rapid Response ID (RRID.)  No batch terminators are required.  All Rapid Response batch IDs are distinct to the DBA who enters them and are not transferable.

Rapid Response Syntax:

	Token:
	Command:
	Description:

	SQLRR
	list;
	List ‘my’ Rapid Response batches

	SQLRR
	rrid;
	Execute a Rapid Response batch


Example:

remoteDBA Rapid Response Table

	RRID:
	Server:
	Batch:

	1
	My-sql-server02
	Backup database db_4 

to disk = ‘d:\sql8bkup\db_4_bkup.bak’

Update db_4..sales 

set cost = cost * 0.2 where sdate = getdate()

Insert db_4..reports_tbl 

select prdct, sum(cost) from db_4..sales

where sdate = getdate() 

group by prdct



	2
	My-sql-server01
	Use db_1

Update statistics mytab1

Backup database db_1 to db_1_bkup with init




Synatx:

	Request:
	Token:
	Command

	Execute all statements in batch 1
	SQLRR
	1;

	Execute all statements in batch 2
	SQLRR
	2;


In order to setup a new RAPID RESPONSE ID, simply insert the SQL batch statement with a distinct RRID and the destination server into the remoteDBA database view [vwRR].
Syntax:

INSERT vwRR VALUES (RRID, ‘DEST_SERVER’, ‘SQL_BATCH’)

Example:

	Token:
	Syntax:

	SQLQRY
	my-sqmail_hub @ 

Insert vwRR values (1, ‘my-sql-server02’,

‘

insert db2..orders values (‘Acme Inc.’, 25,000.00, 100)

insert db2..orders values (‘Acme Inc.’, 25,000.00, 100)

insert db2..orders values (‘Acme Inc.’, 25,000.00, 100)

insert db2..orders values (‘Acme Inc.’, 25,000.00, 100)

‘;

	SQLQRY
	my-sqlmail-hub @ 

Insert vwRR values (2, ‘my-sql-server02’,

‘

backup database db_3 to disk = “f:\sqlbkup\db_3_bkup.bak”
use db_3

dbcc shrinkfile (db_3_data, 2000, notruncate)

dbcc updateusage(db_3)

‘;


SQLFILE

The SQLFILE token allows a DBA to execute an SQL script file from a share on the network.  Although the SQLFILE token is similar to the default RDBA syntax template, it differs from the standard set of commands in that it must be pre-configured before it can be used.  There are two basic configuration parameters that must be set:

	Parameter:
	Description:

	SQLCHECK
	Turns the SQL code check on or off.  

When this parameter is turned on, the system will pass the contents of the SQL script file through a code checking process which will search the file for any Admin Level syntax or reference to master stored procedures.  This includes references to ‘sa’, ‘password’, ‘xp_*’, etc..

There are approximately 1200 different words that the system will search for.

CONFIGURATION VALUES:

0 – Turn SQL code check off

1 – Turn SQL code check on

	REPOSITORY
	UNC path to a network share.

This path represents a network file share repository where users can copy the SQL script files that need to be executed.  Script file names cannot contain spaces.  Both the user and the mail hub’s SQL Agent Service account must have read/write access to this share.

No reference to this share name is required in the parameters of the SQLFILE token.  

CONFIGURATION VALUES:

\\my-sql-server01\share


Both configuration parameters are located in a single remoteDBA table – tblRepository – and can be modified at any time.

	Scenario:
	Turn SQLCHECK off

	Subject:
	Sqlqry

	Message:
	Update tblRepository set SQLCHECK = 0;


	Scenario:
	Change the repository location

	Subject:
	Sqlqry

	Message:
	Update tblRepository set repository = ‘\\my-sql-server02\fileshare’;


COMMAND

The COMMAND represents a specific level of the administrative task for the standard set of TOKENS.  The COMMAND corresponds to the email message body.

	Token:
	Command:
	Description:

	SQLBU
	bu  @
	Backup database to default device

	SQLBU
	bui  @
	Backup database to default device with INIT

	SQLBU
	buf  @
	Backup database to a specified device

	SQLBU
	bul  @
	Backup log to default device

	SQLBU
	bult  @
	Backup log to default device with Truncate Only

	SQLBU
	listdevice @
	List backup devices

	SQLBU
	adddevice @
	Add a new backup device

	SQLBU
	dropdevice @
	Drop an existing backup device

	
	
	

	SQLFILE
	view @ 
	View the contents of an SQL script file

	SQLFILE
	run @
	Execute an SQL script file

	
	
	

	SQLHELP
	
	View remoteDBA syntax help

	
	
	

	SQLJOB
	list  @
	List all scheduled jobs

	SQLJOB
	steps @
	List all steps for a job

	SQLJOB
	start  @
	Start scheduled job

	SQLJOB
	stop  @
	Stop scheduled job

	SQLJOB
	history  @
	List history for a scheduled job

	
	
	

	SQLMNT
	cctab  @
	Check table logical and physical consistency

	SQLMNT
	ccdb  @
	Check database logical and physical consistency

	SQLMNT
	ndx  @
	Rebuild table indexes

	SQLMNT
	sts  @
	Update database statistics

	SQLMNT
	usg @
	Update sysindexs entries

	
	
	


	Token:
	Command:
	Description:

	SQLNT
	ping @
	Ping a server by Name or IP Address

	SQLNT
	dir @
	List the contents of a directory

	SQLNT
	copy @
	Copy a file

	SQLNT
	delete @
	Delete a file

	SQLNT
	event @
	View the NT event logs - App (application), Sec (security), Sys (system)

	SQLNT
	space @
	List total/used/free space in MB on all volumes

	SQLNT
	uptime @
	View the uptime of a server since last reboot

	SQLNT
	netlistsvc @
	List all NT Services and their state

	SQLNT
	netstartsvc @
	Start a specified service

	SQLNT
	netstopsvc @
	Stop a specified service

	SQLNT
	listns @
	List network shares

	SQLNT
	addns @
	Add a network share

	SQLNT
	dropns @
	Drop a network share

	SQLNT
	addnsuser @
	Grant access to a network share – f (full), c (change), 

r (read only)

	SQLNT
	dropnsuser @
	Revoke access from a network share

	SQLNT
	ftp @
	FTP a file to a given Name or IP Address

	SQLNT
	shutdown @ 
	Shutdown server

	SQLNT
	reboot @ 
	Reboot server

	
	
	

	SQLOBJ
	dblist @
	List databases on server

	SQLOBJ
	dbusage @
	List data/log usage for all databases

	SQLOBJ
	dbinfo @
	List information for a database

	SQLOBJ
	tablist  @
	List tables in database

	SQLOBJ
	tabdef @
	List table definition

	SQLOBJ
	vwlist  @
	List views in database

	SQLOBJ
	vwdef @
	List view definition

	SQLOBJ
	splist  @
	List stored procedures in database

	SQLOBJ
	spdef @
	List stored procedure definition

	SQLOBJ
	chkobj  @
	Check object permissions

	SQLOBJ
	chkusr  @
	Check user permissions

	
	
	


	Token:
	Command:
	Description:

	SQLSEC
	srvwho  @
	List all server accounts

	SQLSEC
	srvrolewho @
	List all server role members

	SQLSEC
	srvaddsql  @
	Add SQL account to server

	SQLSEC
	srvaddnt  @
	Add NT account to server

	SQLSEC
	srvdropsql  @
	Drop SQL account from server

	SQLSEC
	srvdropnt  @
	Drop NT account from server

	SQLSEC
	validnt @
	List orphaned NT logins and groups

	SQLSEC
	srvpwdsql  @
	Reset SQL account password

	SQLSEC
	srvdefdb  @
	Update a user’s default database

	SQLSEC
	dbwho  @
	List database users and roles

	SQLSEC
	dbaddusr  @
	Grant database access to user

	SQLSEC
	dbdropusr  @
	Revoke database access from user

	SQLSEC
	dbrolewho@
	List role members and aliases

	SQLSEC
	dbaddrole  @
	Add database role

	SQLSEC
	dbaddroleusr  @
	Add user to database role

	SQLSEC
	dbdroprole  @
	Drop database role

	SQLSEC
	dbdroproleusr  @
	Drop user from database role

	
	
	

	SQLSYS
	who @
	List current connections/processes

	SQLSYS
	log @
	View current day’s SQL error log

	SQLSYS
	lock @
	View all locks – server, database, objects, etc.

	SQLSYS
	ver @
	View SQL/NT software levels

	SQLSYS
	perfmon @
	View SQL Server performance metrics

	SQLSYS
	linkadd @
	Add linked server

	SQLSYS
	linkdrop @
	Drop linked server

	SQLSYS
	netlistsql @
	List the state of all SQL Services

	SQLSYS
	netstopagent @
	Stop the SQL Agent service

	SQLSYS
	netstartagent @
	Start the SQL Agent service

	SQLSYS
	netstopservice @
	Stop the SQL Server service

	SQLSYS
	netstartservice @
	Start the SQL Server service

	
	
	


The following commands do not require the ‘@’ separator as they are not dependent on any corresponding parameters.  The semi-colon terminator must be included after the command.

	Token:
	Command:
	Description:

	SQLSYS
	verlist
	View SQL version code list

	SQLSYS
	linklist
	List linked servers


 PARAMETERS

The PARAMETERS represent additional information required by the specified COMMAND.  This includes server names, database names, user names, etc..  

	Parameter:
	Description:

	days
	Numer of days of NT event log entries to return

	dbnm
	Database name

	destfile
	FTP destination path and file name

	devnm
	Backup device name

	file
	Backup device path and file name (i.e. c:\backup\dev2_bkup.bak)

When used with view/run command, it represents the name of the SQL script file (i.e. run_my_script.sql).  The full path is not required – only the file name

	gid
	System Group ID

	id
	Rapid Response batch ID

	jobnm
	Job name

	obj
	Object name

	path
	Directory path (i.e. c:\backup)

	perm
	NTFS share permission - f (full), c (change), r (read only)

	pwd
	Password

	role
	Database Role


	Parameter:
	Description:

	sql_syntax
	Any T-SQL or SQL-99 compliant syntax

	srvnm
	Server name 

When used with the Linkadd command, it represents the name of the remote server to be linked
When used with the FTP command, it represents the destination server Name or IP Address

	step_id
	Optional paramater:  Step ID of a job

	tblnm
	Table name

	type
	Type of NT event log – App (application), Sec (security) or 

Sys (system)

	uncdest
	UNC destination path and file name

	uncpath
	UNC directory path

	uncsrc
	UNC source path and file name

	usr
	User name

	
	


RDBA SYNTAX

The following table represents a complete list of all RDBA commands.  This list can be viewed though the RDBA system at any time by sending a blank email message to the RDBA account with the subject SQLHELP.

	Task:
	Token (Subject):
	Command/Parameters (Body):

	Backup
	SQLBU
	bu @ srvnm, dbnm;

	
	SQLBU
	bui @ srvnm, dbnm;

	
	SQLBU
	bud @ srvnm, dbnm, path;

	
	SQLBU
	bul @ srvnm, dbnm;

	
	SQLBU
	bult @ srvnm, dbnm;

	
	SQLBU
	Listdevice @ srvnm;

	
	SQLBU
	adddevice @ srvnm, devnm, path;

	
	SQLBU
	dropdevice @ srvnm, devnm;

	
	
	

	Scripts
	SQLFILE
	view @ file;

	
	SQLFILE
	run @ srvnm, dbnm, file;

	
	
	

	Help
	SQLHELP
	

	
	
	

	Jobs
	SQLJOB
	list @ srvnm;

	
	SQLJOB
	start @ srvnm, jobnm;

	
	SQLJOB
	stop @ srvnm, jobnm;

	
	SQLJOB
	history @ srvnm, jobnm;

	
	
	 

	Maintenance
	SQLMNT
	cctab @ srvnm, dbnm, tblnm;

	
	SQLMNT
	ccdb @ srvnm, dbnm;

	
	SQLMNT
	ndx @ srvnm, dbnm, tblnm;

	
	SQLMNT
	sts @ srvnm, dbnm;

	
	SQLMNT
	usg @ srvnm, dbnm;

	
	
	


	Task:
	Token (Subject):
	Command/Parameters (Body):

	Windows NT
	SQLNT
	ping @ srvnm;

Note:  The server does not have to be pre-linked.

	
	SQLNT
	dir @ uncpath;

	
	SQLNT
	copy @ uncsrc, uncdest;

	
	SQLNT
	delete @ uncsrc;

	
	SQLNT
	event @ srvnm, type, rows;

	
	SQLNT
	space @ srvnm;

	
	SQLNT
	uptime @ srvnm;

	
	SQLNT
	netlistsvc @ srvnm;

	
	SQLNT
	netstartsvc @ srvnm, svcnm;

	
	SQLNT
	netstopsvc @ srvnm, svcnm;

	
	SQLNT
	listns @ srvnm;

	
	SQLNT
	addns @ srvnm, share, path;

	
	SQLNT
	dropns @ srvnm, share;

	
	SQLNT
	addnsuser @ srvnm, share, usr, perm;

	
	SQLNT
	dropnsuser @ srvnm, share;

	
	SQLNT
	ftp @ srvnm, usr, pwd, uncsrc, destpath;

	
	SQLNT
	shutdown @ srvnm;

	
	SQLNT
	reboot @ srvnm;

	
	
	

	Databases/Objects 
	SQLOBJ
	dblist @ srvnm;

	
	SQLOBJ
	dbinfo @ srvnm, dbnm;

	
	SQLOBJ
	tablist @ srvnm, dbnm;

	
	SQLOBJ
	tabdef @ srvnm, dbnm, obj;

	
	SQLOBJ
	vwlist @ srvnm, dbnm;

	
	SQLOBJ
	vwdef @ srvnm, dbnm, obj;

	
	SQLOBJ
	splist @ srvnm, dbnm;

	
	SQLOBJ
	spdef @ srvnm, dbnm, obj;

	
	SQLOBJ
	chkobj @ srvnm, dbnm, obj;

	
	SQLOBJ
	chkusr @ srvnm, dbnm, usr;

	
	
	

	Query
	SQLQRY
	srvnm @ sql_syntax;

	
	
	


	Task:
	Token (Subject):
	Command/Parameters (Body):

	Rapid Response
	SQLRR
	id;

	
	SQLRR
	rrlist;

	
	
	

	Security
	SQLSEC
	srvwho @ srvnm;

	
	SQLSEC
	srvrolewho @ srvnm;

	
	SQLSEC
	srvaddsql @ srvnm, usr, pwd;

	
	SQLSEC
	srvaddnt @ srvnm, usr;

	
	SQLSEC
	srvdropsql @ srvnm, usr;

	
	SQLSEC
	srvdropnt @ srvnm, usr;

	
	SQLSEC
	validnt @ srvnm;

	
	SQLSEC
	srvpwdsql @ srvnm, usr, pwd;

	
	SQLSEC
	srvdefdb @ srvnm, usr, db;

	
	SQLSEC
	dbwho @ srvnm, db;

	
	SQLSEC
	dbadd @ srvnm, usr, db;

	
	SQLSEC
	dbdrop @ srvnm, usr, db;

	
	SQLSEC
	dbaddrole @ srvnm, db, role;

	
	SQLSEC
	dbaddroleusr @ srvnm, db, role, usr;

	
	SQLSEC
	dbdroprole @ srvnm, db, role;

	
	SQLSEC
	dbdroproleusr @ srvnm, db, role, usr;

	
	
	

	System
	SQLSYS
	who @ srvnm;

	
	SQLSYS
	log @ srvnm;

	
	SQLSYS
	lock @ srvnm;

	
	SQLSYS
	ver @ srvnm;

	
	SQLSYS
	verlist;

	
	SQLSYS
	perfmon @ srvnm;

	
	SQLSYS
	linklist;

	
	SQLSYS
	linkadd @ srvnm, @gid;

	
	SQLSYS
	linkdrop @ srvnm, @gid;

	
	SQLSYS
	netlistsql @ srvnm;

	
	SQLSYS
	netstopagent @ srvnm;

	
	SQLSYS
	netstartagent @ srvnm;

	
	SQLSYS
	netstopservice @ srvnm;

	
	SQLSYS
	netstopservice @ srvnm;

	
	
	


EXAMPLES

For the purpose of these examples, please assume the following infrastructure:

	Remote Server:
	Database:

	my-sql-server01
	db_1

	
	db_2

	my-sql-server02
	db_3

	
	db_4

	ftp-server
	


	Scenario:
	Backup the database db_1 to the default device.

	Subject:
	SQLBU

	Message:
	bu @ my-sql-server01, db_1;


	Scenario:
	Rebuild the indexes on the db_4 ‘sales’ table.

	Subject:
	Sqlmnt

	Message:
	idx @ my-sql-server02, db_4;


	Scenario:
	Reboot my-sql-server02

	Subject:
	Sqlnt

	Message:
	reboot @ my-sql-server02;


	Scenario:
	Check the available disk space on my-sql-server02.

	Subject:
	Sqlsys

	Message:
	space @ my-sql-server02;


	Scenario:
	List all tables in the db_2 database.

	Subject:
	sqlobj

	Message:
	tablist @ my-sql-server01, db_2;


	Scenario:
	Ping my-sql-server01.

	Subject:
	Sqlsys

	Message:
	ping @ my-sql-server01;


	Scenario:
	Check the database usage on my-sql-server02.

	Subject:
	Sqlsys

	Message:
	dbusage @ my-sql-server02;


	Scenario:
	List the contents of the sql8bkup directory on my-sql-server02.

	Subject:
	Sqlnt

	Message:
	dir @ my-sql-server02, d:\sql8bkup\;


	Scenario:
	Add a new domain account mydomain\UserA to my-sql-server01.

	Subject:
	sqlsec

	Message:
	srvaddnt @ my-sql-server01, mydomain\UserA;


	Scenario:
	Grant UserA access to db_1.

	Subject:
	sqlsec

	Message:
	dbadd @ my-sql-server01, db_1;


	Scenario:
	Grant UserA membership to the db_datareader role in db_1.

	Subject:
	sqlsec

	Message:
	dbaddrole @ my-sql-server01, db_1, db_datareader, UserA;


	Scenario:
	Grant UserA INSERT rights on the ‘orders’ table in db_1.

	Subject:
	sqlqry

	Message:
	my-sql-server01 @ use db_1 grant insert on orders to UserA;


	Scenario:
	FTP the file \\my-sql-server01\c$\db_1.zip to ftp-server in the root directory using uid and pwd.

	Subject:
	sqlsys

	Message:
	ftp @ ftp-server, uid, pwd, \\my-sql-server01\c$\db_1.zip , ;


	Scenario:
	FTP the file \\my-sql-server01\c$\db_1.zip to ftp-server in the /usr/zip directory using uid and pwd.

	Subject:
	sqlsys

	Message:
	ftp @ ftp-server, uid, pwd, \\my-sql-server01\c$\db_1.zip , /usr/zip/;


	Scenario:
	Update the stored procedure my_sp in db_2 to reference the ‘orders’ table in db_1.




This scenario requires multiple steps to complete.

1.)  Obtain the stored procedures current definition.

	Subject:
	Sqlobj

	Message:
	spdef @ my-sql-server01, db_2, my_sp;


This returns the following:

CREATE PROCEDURE my_sp AS

Create table #temp
(




customer varchar(50),




amt decimal (10,2)




)

insert #temp


select customer, sum(amt) from db_2..orders group by customer

select * from #temp where amt > 50000

GO

2.)  Rename the current stored procedure.

	Subject:
	Sqlqry

	Message:
	my-sql-server01 @ use db_2 exec sp_rename ‘my_sp’, ‘my_sp_bu’;


3.)  Copy the stored procedure code from step 1.  Compose a new message to RDBA using the subject SQLQRY.  Paste the procedure code and make the necessary changes.

	Subject:
	Sqlqry

	Message:
	My-sql-server01 @

Use db_2

GO

CREATE PROCEDURE my_sp AS

Create table #temp
(




customer varchar(50),




amt decimal (10,2)




)

insert #temp


select customer, sum(amt) from db_1..orders group by customer

select * from #temp where amt > 50000

GO




	Scenario:
	Restore a copy of db_4 on my-sql-server01.




This scenario requires multiple steps to complete.

1.)  Backup the database db_4 to a temporary device.

	Subject:
	Sqlbuf

	Message:
	buf @ my-sql-server02, db_4, d:\sql8bkup\db_4_temp_bkup.bak;


2.)  Copy the backup device from my-sql-server02 to my-sql-server01.

	Subject:
	Sqlnt

	Message:
	copy @ \\my-sql-server02\d$\sql8bkup\db_4_temp_bkup.bak,

\\my-sql-server01\d$\sql8bkup\;




3.)  Restore the database using its original location.

	Subject:
	Sqlqry

	Message:
	my-sql-server01 @ restore database db_4 from disk = ‘d:\sql8bkup\db_4_temp_bkup.bak’;


	Scenario:
	Restore a copy of db_4 on my-sql-server01 as db_10




This scenario requires multiple steps to complete.

1.)  Backup the database db_4 to a temporary device.

	Subject:
	Sqlbuf

	Message:
	buf @ my-sql-server02, db_4, d:\sql8bkup\db_4_temp_bkup.bak;


2.)  Copy the backup device from my-sql-server02 to my-sql-server01.

	Subject:
	Sqlnt

	Message:
	copy @ \\my-sql-server02\d$\sql8bkup\db_4_temp_bkup.bak,

\\my-sql-server01\d$\sql8bkup\;




3.)  Restore the database the WITH MOVE option.

	Subject:
	Sqlqry

	Message:
	my-sql-server01 @ restore database db_4 from disk = ‘d:\sql8bkup\db_4_temp_bkup.bak’;


SAMPLE RESPONSES

	Subject:
	Sqlobj

	Message:
	Dbusage @ my-sql-server01;


DBCC execution completed. If DBCC printed error messages, contact your system

administrator.

db_1             


data: 1/3465 MB  log: 0% of 3738.8 MB                             

OLAP_Repository     


data: 1/10 MB  log: 32% of 4.99219 MB                             

tempdb              


data: 0/1000 MB  log: 12% of 199.992 MB                           

transhistory    


data: 123/1000 MB  log: 2% of 628.055 MB                          

db_2           


data: 1381/4236 MB  log: 0% of 4082.43 MB                         

(Rows Affected:  14)

	Subject:
	Sqlsys

	Message:
	ping @ my-sql-server02;


Pinging my-sql-server02 [49.7.36.34] with 32 bytes of data:

Reply from 49.7.36.34: bytes=32 time<10ms TTL=124  

Reply from 49.7.36.34: bytes=32 time<10ms TTL=124

Reply from 49.7.36.34: bytes=32 time<10ms TTL=124

Reply from 49.7.36.34: bytes=32 time<10ms TTL=124

 Ping statistics for 49.7.36.34:

 Packets: Sent = 4, Received = 4, Lost = 0 (0% loss),

 Approximate round trip times in milli-seconds:

 Minimum = 0ms, Maximum =  0ms, Average =  0ms

	Subject:
	Sqlbu

	Message:
	bu @ my-sql-server01, pubs;


Processed 1 pages for database 'pubs', file 'pubs_log' on file 1.

Processed 168 pages for database 'pubs', file 'pubs' on file 1.

Backup or restore operation successfully processed 169 pages in 0.342 seconds

(4.027 MB/sec).

COPYRIGHT NOTICE

MCONCORP reserves all intellectual property rights for the remoteDBA application, documentation and other items related to the remoteDBA system.  Unless identified with the designation "COPY FREE", the contents of this CD cannot be redistributed for any personal or commercial use.  You may not otherwise copy or transmit the contents of this CD either electronically or in hard copies.  You may not alter the contents of this CD in any manner. 

Nothing contained herein shall be construed as conferring by implication or otherwise 

any license or right under any patent, trademark or other property right of MCONCORP.

Every file and program has been tested, but due to the many factors 

which can vary, the software cannot be guaranteed to work on all systems 

and with all versions of Microsoft Windows.
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